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K1     White Hat: Full Disclosure and Open Source by Marcus Ranum
K2     Technical: The Instrument and Death of Security by Bruce Schneier
L1     The Strategies of Sun Tzu and Multiple Levels of Deception:
         How to Play Chess While the Board is Disappearing by Richard Thieme
01     Technical Track: The Security of Network Devices by Jeremy Rauch
02     More Technical Track: Secure Hardware Design by Kingpin & Brian Oblivion
03     White Hat Track: The Truth about ASP's by Ian Poynter
04     Deep Knowledge Track: Full Disclosure and Open Source by Marcus Ranum
05     Technical Track: Hard Core Web Defacement Statistics, Trends and Analysis 
         by Jericho & Munge
06     More Technical Track: Real Life Penetration of Firewall-1 by John McDonald
07     White Hat Track: The State of Employment in the Information Security Industry 
         by Lee Kushner
08     Deep Knowledge Track: Secure Hardware Design by Kingpin & Brian Oblivion
09     Technical Track: Making Unix Secure for the Internet with Trusted Operating Systems
         by Jeff Thompson
10     More Technical Track: Strategies for Defeating Distributed Attacks by Simple Nomad
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11     White Hat Track: Data Privacy: What Should the CIO and CISO Be Doing?
         by Edward G. Schwartz
12     Deep Knowledge Track: John McDonald's Group Talk
13     Technical Track: Securing E-Mail Gateways from Attack-What to do While Waiting for 
         Vendors to Respond to the Latest Virus/Worms by Padgett Peterson
14     More Technical Track: Getting Rooted and Never Knowing It by Job De Haas
15     White Hat Track: From Policy to Technology-Translating U.S. Privacy Regulations
         for Implementation by Diana Kelly
16     Deep Knowledge Track: Advanced Buffer Overflow Techniques by Greg Hoglund
K3     White Hat by Brian Snow
K4     Technical: Anatomy of Common by Dominique Brezinski
L2     Threats from Organized Crime and Terrorists by Hal McConnell
17     Technical Track: Compromising Web Servers and Defensive Techniques 
         by David Litchfield
18     More Technical Track: Real World Techniques in Network Security Management
         by David LeBlanc
19     White Hat Track: What Internet Service Providers Need to Know About the Law
         by Jennifer Grannick & Mark Eckenwiler
20     Deep Knowledge Track: Defending Your Network with Active Directory Services
         by Rooster & J.D. Glaser
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21     Technical Track: Bypassing Intrusion Detection Systems by Ron Gula

22     More Technical Track: Advanced Windows NT/2K Security by Joey

23     White Hat Track: National Information Assurance Partership by Terry Losonsky

24     Technical Track: Proactive Defense Against Malicious Code by Ron Moritz

25     More Technical Track: An Analysis of Tactics Used in Discovering "Passive"

         Monitoring Devices Part 1 by Mudge

26     White Hat Track: The Pros and Cons of Hiring Hackers by Scott Blake

27     Technical Track: Intrusion Detection in High Speed Networks by Mark Kadrich

28     More Technical Track: Defending Windows 2000 on the Internet by Jason Garms

29     White Hat Track: Trust, Security, Partnership: Strategies in Selecting a Managed

         Service Provider by Gordon Reichard Jr.

30     Deep Knowledge Track: An Analysis of Tactics Used in Discovering "Passive"

         Monitoring Devices Part II by Mudge

31     Closing Session by Art Money


